SENIOR SECURITY & NETWORK ENGINEERING PROFESSIONAL
Seasoned professional seeking challenging opportunity that requires exceptional leadership, a broad range of technical knowledge, and a proven ability to complete projects within time and budget constraints while meeting and exceeding client business objectives.
AREAS OF EXPERTISE

	· Information Risk Management
	· Infrastructure Design
	· Technology Planning

	· Disaster Recovery Planning 
	· Standards Development
	· E-Commerce Engineering


Technical Certifications 

· Certified Information Systems Security Professional (CISSP)

Cisco IDS/IPS Specialist
· Cisco Certified Security Professional (CCSP)


Checkpoint Certified Security Expert (CCSE)
· Cisco Certified Network Associate(CCNA)



NSA CNSS 4013 Certification
· Cisco PIX Firewall Specialist




Linux and Sun UNIX Systems Administration

· Cisco VPN Specialist





 
EXECUTIVE PROFILE

PROFESSIONAL ATTRIBUTES:

· Experience with high-availability clustered, RAID and fully redundant architecture and design using Cisco Products, Checkpoint, Netscreen, Fortinet Firewalls, and F5 Big IP’s, as well as HP, Sun Microsystems, Linux and Wintel platforms. Experience with ASA IOS, RIP, OSPF, BGP, EIGRP, HSRP, VMware, Linux, Solaris, Wintel
· Demonstrated skills at identifying and utilizing leading-edge technologies to met or exceed customer requirements.
· Proven expertise with all phases of product life cycle, including requirements analysis, infrastructure architecture and  design, implementation, data conversion, design review, and system testing
· Exceptional leadership, teambuilding, training and coaching capabilities

· Total commitment to superior client service and demonstrated ability to build strong client relationships 

ACHIEVEMENTS/PROJECTS:

· Created and led team delivery of client-specific, large-scale applications & network migration into proposed JPMC/IBM based solutions.  Architected standards for Data Center deployments.  Deployed two new data centers in Dallas TX and North Harbor UK.  Deployed and supported three new data centers for Barclays Capital
· Created and led team development of corporate design/architecture and implementation standards and policies These included standard Designs for E-Commerce Zone such as Web Hosting Zones, Extranet, Business Partner Connectivity, Remote VPN Access  Email, FTP and SOCKS Access Zones, Corporate Desk Top Internet Access.  Developed secure network architecture for network devices such as firewalls, proxies, routers and switches.
· Served as technical advisor on JPMC team tasked with assessment of future business challenges and recommendations of potential solutions; Architected Proof of Concept networks to prove design and architecture of 3-tiered network architecture.  Constructed and benchmarked technology for Internet Certification Facility (ICF).  The ICF is used to perform UAT testing for all newly deployed JPMC applications in (3-tier) high-availability environment

· Played instrumental role in architecture/design of fully-integrated secure monitoring and management solutions for JPMC E-Commerce applications and networks; technologies included Tivoli, Axent, ESM, Cisco Works, NetCool and Netforensics. 
· Architect/Designed overhaul of Intrusion Detection Systems (IDS) and Firewall Log Monitoring system.  Integrating JPMC devices with Ubizen Monitoring.  This global design provided world wide IDS and FLM as well as management for JPMC 
· Designed operation readiness/disaster recovery plan.  Deployed secure network designs to allow for business continuity and disaster recovery for Treasury Services, Investment Banking and Core Technology groups of JPMC.  Member of team that setup integrated command center for operations used during emergency operations.
CAREER PATH

Barclays Capital










2006 -2007
Consultant, Network/Web Operations and Support
Provide 24/7 operational support for web and security technologies. Support Architecture/Design and implementation of redesign of the Barcap Network.  Implement policy and configuration changes across Checkpoint, Netscreen, Fortinet Firewalls, F5 load balancers, Cisco concentrators, Netcache, I-Planet Proxies and SiteProtector IDS engines.  Manage and support of IIS, and Tomcat web servers, SSL servers as well as FIX connectivity infrastructures.  Support internal and external DNS infrastructures, Maintain VPN infrastructures.   Architect/Design and Implement (BCM) Business Continuity Management solutions.  Support Business Continuity planning and testing for both IT and Line of Business Infrastructure
JP Morgan Chase Bank









1999 - 2005 
Vice President, Network Services Engineering
IBM Corporation  (JPMC/IBM Outsourced Support Team)






2003 – 2004

Senior IT Network Analyst – Team Leader – E-Commerce Engineering Team

JP Morgan Chase Bank 
 







1999 – 2003

Senior Technology Officer – Team Leader – E-Commerce Engineering Team

Major Functions:  Provided technical team leadership and support of Firewall (PIX and Checkpoint) DNS, Proxy and Remote Access engineering resources.  Responsible Cisco and Checkpoint Engineering efforts, Firewall Product management, hardware and software Lifecycle Planning, Engineering Standards Documentation, Evaluation of Product Suite offerings and development of intra-team processes. 

Strategic Architecture Design and implementation of Network Infrastructure; development and implementation for network security projects.  Developed standard designs for Global Data Centers, E-Commerce networks  Remote Access VPN connectivity, B2B Connectivity. Developed standards, procedures and guidelines; for the operations of network security components;
Strategic planning for Firewall(Cisco IOS Routers, PIX, Checkpoint Gauntlet) systems; technology selection; application development; Provided team oversight of  architecture/design, implementation and support of data networks; responsibility for development life cycle infrastructure and defect tracking; project management and monitoring to ensure consistency with overall goals and project requirements; Provided 3rd level operation support for security devices PIX, Checkpoint and Gauntlet Firewalls, Cisco IOS Routers, Cisco and Nortel VPN technologies, IDS/IPS technologies.
Served as technical resource to Information Risk Management Team (IRM).  Developed implementation strategies for corporate security policies and procedures.  Develop secure designs of corporate and Line of Business projects that meet business needs as well as security guidelines.  Provided input into the development and deployment of corporate security policies.  Provided risk assessment and remediation solutions for network security projects.
Globix Inc











1998 - 1999
Network Security Engineer
Major Functions:  Provided pre-sales and post-sales firewall and network security engineering to the Globix Internet Access Sales Teams.  Supported firewall vendors TIS Gauntlet, Checkpoint, Watchguard.  Developed, deployed and supported firewall policies of Globix internal and external customers.  Worked with co-located customers of Globix developed, implemented and supported customer security policies in addition to T-1 service security policies across firewall and router technologies.  Network Routing design using RIP, OSPF, BGP and EIGRP protocols..

Public Service Electric & Gas









1990 – 1998
Various Positions/Major Functions:  Responsible for Trusted Information Server {TIS) Firewall operation and maintenance in both the Sun and BSDI UNIX environments.  Responsible for designing, implementing, and enforcing Internet policies for entire PSE&G user community.
EDUCATION

Dec 1996
MA in Interactive Telecommunications 
New York University 
New York, NY
May 1990
BS in Computer Science


Morehouse College
Atlanta, GA

